
 
 

 

 

 

Dear customer, 

We are carefully watching the events unfolding in and around Ukraine. These are challenging and 
uncertain times, and the key priority of the company remains the fulfillment of all of its obligations to our 
partners and customers.  

Kaspersky’s business operations remain stable, and our technological and operational processes are 
robust and resilient. Our job is to protect our customers in any country from cyberthreats, and this 
geopolitical situation is no exception. I want to assure you that the company guarantees the fulfillment of its 
obligations – including uninterrupted delivery of products and updates.  

Since 2017, the company has been implementing a massive package of measures for greater 
transparency and reaffirming the security and reliability of our solutions. These include the relocation 
of our data processing infrastructure to Switzerland for users in Europe, the U.S., Canada, and several 
countries in Asia-Pacific. The datacenters in Zurich, where threat data is processed, provide world-class 
facilities in full compliance with the industry standards. Our distributed infrastructure, including the 
Kaspersky Security Network’s servers, is located in different countries across the globe to ensure greater 
operational speed and resiliency. The security and integrity of our data services and engineering 
practices have been confirmed by independent third-party assessments: through a SOC 2 Audit by a 
Big Four auditor, as well as through ISO 27001 certification and just-finalized re-certification by TÜV 
Austria. All these third-party assurance documents can be provided upon request.  

The global management team is monitoring the situation carefully and is ready to act very quickly. 
In particular, with regard to the streams of new cyberattacks reported in the conflict area – our products 
have been updated and contain unique technologies that defend against destructive malware. Our 
customers are protected: we have not observed any victims of these attacks among them.  

This is for sure a very challenging period for all of us. We hope you remain safe during these turbulent 
times, and when it comes to cyberthreats – we guarantee the cybersecurity of our customers. 
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